
Legitimate Website

legitimatesite.com

Use trusted sites only.
Always look at the website address to ensure it makes sense  

and is legitimate. Access your online banking directly through  
official sites or apps, never through a search engine.
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Don’t take the bait!
Phishing is when a scammer calls you, texts or emails you,  

or uses social media to trick you into clicking a malicious link that 
downloads malware or steals your personal information.

Check your bank accounts daily.
Look online every day for transactions that you didn’t make. 

Immediately report anything suspicious.

Don’t click on 
suspicious links.

Verify links in emails or  
text messages before you  
click on them. If you don’t 

know the sender, delete!

Change your passwords
Change passwords frequently and make them complex  

and hard to guess. Do not use the same password  
for different accounts. 

Fraud Alert!

Suspicious Website

suspiciouswebsite.nzl_1239876
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Fraud Prevention TipsWith these
Protect yourself!

Sign up for alerts
Text or email alerts will keep 
you apprised of any activity 
on your accounts.


